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6.1 Copyright Test

AFTER reviewing several of the reading materials, including The Copyright Crash Course Online Tutorial http://www.lib.utsystem.edu/copyright/ try your hand at the Copyright Test (site found at:http://www.lib.utsystem.edu/copyright/test.html. ) 12 questions
1. Enter ID information (if you do not feel comfortable giving this info out make up something –the information is used to generate information about 1. what people know and 2. if the online tutorial is helpful). 

2. Take the test (click on the radio buttons to make your choice/s) 

3. Click the submit button. This will give you immediate feedback indicating where you were correct & incorrect—incorrect answers will prompt you with locations to find the correct answer. 
4. Cut and paste the feedback (what you got right/wrong) into a word document. Then reflect on what you find of interest in your readings. Are there any “infringements” you have done (without knowing of course)? that others have done? How do you feel this all plays out in today’s educational setting (K-college)? In work or everyday use?

6.2 Educator’s Copyright and Fair Use Quiz

Try The Educator's Guide to Copyright and Fair Use Quiz located at: http://www.techlearning.com/db_area/archives/TL/2002/10/copyright_quiz.html . 

· How did you do? 

· Have you ever “witnessed” any of these scenarios? Give examples. I see these taking place regularly in the K-12 setting AND even on campuses. For example, not too long ago while taking a statistics course, which required students to purchase the SPSS software the GA announced to the class (with the faculty member present) “I have a copy of the software. If you do not want to purchase the software, you can sign up to borrow it to make a copy”. I am sure things have changed since then. 

6.3 Trends & Impact

Teachers are faced with some critical areas that they need to be familiar with including Copyright issues, Fair Use, TEACH Act, Intellectual Property Rights (along with many others). From your readings briefly explain in layman's terms (as if you are explaining to another teacher, co-worker, roommate or grandmother) what these mean? How do they impact you? And how do they impact the classroom educator (how do they pass this on to their students)

6.4 Reading Reflection

There are a numerous cybersafety curricula available for students, parents and teachers. 

From your readings (Cybersafety links) which curriculum site/s did you enjoy the most? and why? Next, with so many free resources (interactive, text based, games, video clips etc…) why is there still such a lack of knowledge in this area?
6.5 April is CyberAwareness Month - October is CyberSecurity Awareness Month

There are a numerous Cybersafety, ethics, and security curricula available for students, parents and teachers. 

Visit ETPRO's Cyberawareness and Cyber Security Awareness Month site at http://www.edtechpolicy.org/C3Institute/c3awareness.html NCSA and Congress were deciding on wording and logistics. It seems that April will be  “Cyberawareness Month” and October will be "CyberSecurity Awareness month”). Read through the history and background of Cyberawareness month and then explore the interactive calendar (October was Cybersecurity month thus the theme throughout the month). 

Past activities can be found at: http://www.edtechpolicy.org/C3Institute/c3awareness.htm l  (scroll down to the interactive calendar). Notice the calendars of events were created by a past class. Clicking on each of the days reveals a new area, topic and/or activity. We as a class will complete the new 2008 calendar for October (credit given of course). This will be distributed to MSDE and DCPS to share with local school systems and teachers and students. It will also be placed on the NCSA’s website for national coverage. EACH person will come up with 1 activity. As seen from the earlier calendars the activities need not be long. Be sure to include the full  URL's linking to the location. Once complete, we will compile and try it out before posting it for public viewing. (I’ll fill in the remaining dates). Topics should include ALL areas of Cyberawaremess-Cybersecurity that you have learned about so far, utilizing the sites from reading or others you know about. Topics can also include: Cyberethics, Netiquette, fair use, plagiarism etc. along with security and safety issues. If possible try to dialogue within the thread (if Blackboard is active) or among yourselves to divide up the topics (or at least note what others have listed or sites that others have listed so we do not receive duplicates). If this is not possible do not worry about. Be creative - Do not use activities shown in the previous October/April calendars--although you certainly can utilize the same sites and/or same topic/themes. 

6.6 Blog

This Discussion will be slightly different in that we will be posting in a different location… You will be contributing to the Cyberawareness blog      

 HYPERLINK "http://cyberawareness.blogspot.com/" \t "new" http://cyberawareness.blogspot.com/ (click on the Comments hyperlink under the Terminology post. This provides a way to add to our communal knowledge base related to Cyberethics, Cybersecurity and Cybersafety. More importantly, it allows you to experience “Blogging”. 
You will discuss this past session’s readings on Cybersafety and Cybersecurity Curriculum — and additional information from other readings that you may have found of interest.

What About?
Reflect on what you have found to be most interesting or insightful discussion from the class readings related to C3. What do you find to be the most critical area of concern for students in today’s electronic era? Are there other methods we could use to increase awareness of these issues to students of all ages? Some argue that awareness training is not enough, and in fact the real enlightenment comes from students becoming aware of why it is wrong to participate in such an activity. It is obvious why you lock your car doors when parking in city, but it is not as obvious to many that they have to “lock” their computer. How do we illustrate the dangers intrinsic in operating in a computer/network-centric environment to today’s youth? 

